Abstract:
As software systems continue to become more prolific, the frequency and potential impact of unknown software vulnerabilities also increases. The reverse engineering of program binaries is necessary for identifying and understanding software vulnerabilities when source code is unavailable. Improving the performance of reverse engineers is a crucial component in securing computer systems. Semi-automated analysis workflows which allow reverse engineers to direct automated analyses can improve efficiency and enable the use of analyses that are intractable when applied to a whole program. We will explore how interprocedural binary analysis supports interactive construction of interprocedural control-flow graphs (ICFGs), program exploration, automated simplifications through context- and flow-sensitive analysis, and type inference.
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