Abstract:
Industrial Control Systems (ICS) and Operational Technology (OT) differ from Information Technology (IT) systems in many ways - both deep differences and superficial. The deep difference cybersecurity-wise is consequence - worst-case consequences of cyber compromise of ICS/OT systems are very often completely unacceptable, and this drives cybersecurity decision making in ways that can seem alien to enterprise security practitioners. The world's most consequential and most secure industrial sites ask different questions, and so get different answers, when it comes to security. In this seminar we take a lightning tour of the ICS/OT cybersecurity space - from the superficial (what are ICS/OT systems and how they work) to the fundamental (what are engineering-grade protections and where must we use them to mitigate threats to public safety and national security). Along the way we look at recent state changes in the OT threat environment, perennial IT/OT integration problems, and the latest thinking in the space - Cyber Informed Engineering.
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