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US Cyber Command

Achieve and Maintain Cyberspace Superiority

Command Vision for US Cyber Command
VISION

Achieve and maintain superiority in the cyberspace domain to influence adversary behavior, deliver strategic and operational advantages for the Joint Force, and defend and advance our national interests.
US Cyber Command

THE FOLLOWING PRINCIPLES GUIDE US CYBER COMMAND

We are one cyber enterprise.
We empower our workforce.
We champion integrated, scalable solutions.
We compete by employing a long-term, campaign mindset.
We are risk aware, not risk averse.
US Army Cyber Command

Mission:
• Integrates and conducts cyberspace operations, electromagnetic warfare, and information operations,
• ensuring decision dominance and freedom of action for friendly forces in and through the cyber domain and the information dimension,
• while denying the same to our adversaries.
Operations around the world, around the clock:

- Global defensive, offensive and network operations
- $1.5 billion annual budget
- Approximately 6,500 Soldiers and 10,000 civilian employees and contractors
- Five worldwide Regional Cyber Centers
- 41 cyber teams in the active force
- 21 additional cyber teams being built by the Army’s reserve component forces

The 16,500 uniformed and civilian men and women of ARCYBER deliver offensive and defensive cyberspace effects and network operations 24/7, defending critical DoD data, networks and weapons systems and empowering Army and joint force combatant commanders and maneuver elements around the globe.
Civilian Careers

- Civilian positions from entry level to CEO
- Locations around the world
- Benefits
- Serve your country, see a glimpse into the military lifestyle
Military Careers

- Skills and training needed to defend the nation from cyber security threats
- Cyber and Electronic Warfare Officer
- Cyber Operations Officer
- Cryptologic Intelligence Analyst
- Cyber Network Defender
- Cyber Operations Specialist
Internships

• CEAD Program
  (Career Exploration, Advancement, and Development)

• Designed to build a pipeline of entry-level professionals

• To expertly perform and adapt to an ever-changing cyber operational environment

• Summer 8-10 weeks

• 2-year Fellowship
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